Meetup Test Case Document Deliverable

Test Cases on Prior based on Risk Based Testing since there is limited time/ resources in real life and priority should be allocated accordingly.

1. User can perform account actions pertaining to logging in/out of application

1. User logging in with valid credentials will grant access to account
2. User logging in with invalid credentials will not grant authentication into the system
3. User can log out of their account
4. User can register for an account

2. User can perform actions with their groups / events

1. User can join a group
2. User can leave a group
3. User can RSVP and edit RSVP to a group event
4. User can leave a comment on the group’s page
5. User can view upcoming events on their calendar and toggle between “I’m going” and “Suggested” views.
6. User can invite others to join

3. User can perform message actions

1. User can create a message
2. User can view and reply to their messages
3. User can archive or report specific messages
4. User can view notifications from the groups that they rsvp’d to

4. User information/security is safe

a. User can toggle their “Groups” between public and hidden

b. User can toggle their “Interests” between public and hidden

c. User can change their User ID

d. User can delete their account

e. User can adjust communication settings of who can contact them on Meetup

f. User can revoke access on mobile/tablet devices

g. User can block/unblock another user

5. User can update their profile settings

a. User can edit their profile picture

b. User can edit their personal information such as name, email, password, location, birthday, gender, etc.

c. User can add/edit a bio section

d. User can add/edit Social Media account associations/links

e. User can add/edit their payment information // fake data only, run once and disable with TestNG